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SELF-STUDY

ONLINE COACHING
Arcitura Certified Trainers are available to provide online coaching 
services that can be scheduled on an hourly basis. Scheduling is 
available in all time zones and is based on your preferences and 
trainer availability.

ENHANCED SELF-STUDY  
WITH ADD-ONs
Arcitura eLearning courses can be supplemented with 
downloadable course files, printed course materials and other 
add-on resources.

ARCITURA eLEARNING OPTIONS
To give you the most flexibility to achieve your learning goals and 
accommodate your preferences, this course is made available via 
two Arcitura eLearning solutions: An interactive environment with 
graded exercises and a graded self-test, as well as a study kit account 
that supports online/offline access and custom annotations.

EXAM PREPARATION &  
TAKING EXAMS
Each Arcitura eLearning course includes practice questions that can help 
with certification exam preparation. Certification exams can be taken 
worldwide at Pearson VUE testing centers, via Pearson VUE OnVUE 
online proctoring and/or via direct online proctoring.
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WORKSHOPS

ONLINE COACHING
Arcitura Certified Trainers are available to provide online coaching services 
that can be scheduled on an hourly basis. Scheduling is available in all 
time zones and is based on your preferences and trainer availability. For 
workshop participants, coaching sessions can be scheduled during or after a 
given workshop, for groups or individuals.

ONSITE WORKSHOPS
Private onsite workshops can be delivered by Certified Trainers 
from Arcitura and authorized training partners for both small and 
large groups. Each workshop participant can receive access to the 
full Arcitura eLearning course materials. Each workshop agenda, 
format and schedule can be tailored to client requirements. Onsite 
workshops allow for the option to deliver onsite paper-based exams.

EXAM PREPARATION & TAKING EXAMS
Onsite and virtual workshop participants can receive complimentary practice exam 
questions as part of their eLearning course accounts. Certified Trainers can supervise 
and provide guidance for participants completing the self-tests and the Exam Prep Kit 
practice questions provided in the eLearning accounts. Certification exams can be taken 
worldwide at Pearson VUE testing centers, via Pearson VUE OnVUE online proctoring 
and/or via direct online proctoring.

VIRTUAL WORKSHOPS
Private virtual workshops can be delivered by Certified Trainers from Arcitura 
and authorized training partners for small and large groups, as well as individual 
participants. Each workshop participant can receive access to the full Arcitura 
eLearning course materials. Each workshop agenda, virtual delivery platform and 
schedule can be tailored to client requirements. In addition to a typical delivery 
schedule based on consecutive workshop days, virtual workshops allow for a 
delivery schedule to be distributed as shorter sessions across weeks or months.
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The Cloud Computing School curriculum is comprised of 18 course 
modules and 7 certification tracks. Exams are available worldwide via 
online proctoring and on-site delivery by Certified Trainers. Achieving a 
passing grade on the required exam(s) achieves a certification for which 
a digital accreditation certificate is automatically issued by Arcitura and a 
digital certification badge is issued by Acclaim/Credly.

QUESTIONS?
Contact us at: info@arcitura.com

www.arcitura.com/cloud

The Cloud Computing School from Arcitura provides formal education 
and accreditation programs dedicated to fields of practice 
associated with Cloud Computing, including technology architecture, 
security, governance and specialized areas of cloud technology.

QUESTIONS?
Contact us at: info@arcitura.com
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CERTIFICATIONS

A Certified Cloud Computing Consultant has knowledge of essential cloud delivery 
models, platforms and technologies, as well as an understanding of fundamental cloud 
technology architecture models and cloud security threats and practices, so as to provide 
guidance and advisory services. 

A Certified Cloud Technology Professional has an understanding of cloud computing 
concepts, mechanisms and security considerations, and has knowledge of the technologies 
and building blocks used to assemble and evolve cloud platforms and solutions. 

A Certified Cloud Architect has an understanding of cloud computing technology and 
application architecture, and has knowledge of engineering practices used to build and 
evolve cloud environments.

A Certified Cloud Governance Specialist understands how to define, establish 
and evolve governance controls and frameworks specifically for cloud computing 
environments and solutions.

A Certified Cloud Security Specialist has detailed knowledge of common security 
threats, security controls and associated technologies, and has knowledge of practices 
related to securing cloud platforms, cloud services and cloud-based infrastructure. 

A Certified Cloud Storage Specialist has a detailed understanding of cloud storage 
mechanisms, devices and technologies, and has knowledge of the practices pertaining to 
the design and integration of cloud storage components and services. 

A Certified Cloud Virtualization Specialist has a detailed understanding of cloud 
virtualization technologies and mechanisms, as well as knowledge of the cloud 
virtualization technology architecture. 
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Cloud Computing School courses are available via online study, 
as well as in-person or virtual instructor-led training and coaching.

00
00

01

Cloud Computing
Develops knowledge and skills in Cloud Computing 
concepts, industry technologies, mechanisms and 
cloud delivery and deployment models. Also covered 
are business metrics, SLAs and topics pertaining to 
cloud security.

01

MODULE 01 | Fundamental Cloud Computing
Introduces concepts, terminology, technologies, benefits and 
challenges associated with Cloud Computing, as well as SLAs and 
business cost metrics for cloud-based environments. SaaS, PaaS 
and IaaS delivery models are explained, along with common 
cloud deployment models and cloud characteristics.

03

MODULE 03 | Cloud Technology Lab
Provides a series of real-world exercises for utilizing cloud 
mechanisms and technologies to assemble cloud-based solutions 
in order to fulfill business automation requirements.

02

MODULE 02 | Cloud Technology Concepts
Covers a range of topics related to Cloud Computing mechanisms, 
containerization, cloud security threats and controls and essential 
cloud technologies. Also addressed are testing, cloud storage, 
industry standards and emerging cloud technologies and trends.

CLOUD COMPUTING
Training & Certification Guide

Cloud Technology
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CURRICULUM

CONTINUED

CLOUD COMPUTING SCHOOL  
CURRICULUM

Cloud Architecture
Provides comprehensive coverage of design 
techniques, technology architecture models, design 
patterns and mechanisms associated with building 
cloud-based environments and solutions.

Cloud Computing  
Professional Consulting
Covers fundamental cloud technology architecture 
models and design practices, as well as essential cloud 
security threats, controls and counter-measures.

MODULE 04 | Fundamental Cloud Architecture
Delves into the technology architecture of cloud platforms and 
cloud-based solutions and services by exploring a series of new 
cloud computing mechanisms and their utilization via cloud 
computing design patterns that encompass architectural models, 
design techniques and the incorporation of containerization.

04

MODULE 07 | Fundamental Cloud Security
Dives into the implementation technologies behind the cloud 
security mechanisms and further explores how cloud-based 
security technologies can be configured and combined to 
establish a cloud security architecture.

07

06

MODULE 06 | Cloud Architecture Lab
Provides a series of real-world exercises for applying technology 
architecture models and design techniques for a range of cloud 
usage scenarios.

05

MODULE 05 | Advanced Cloud Architecture
Advanced technology architecture topics are addressed, with a 
focus on complex cloud-based solution design, including the 
incorporation of hybrid cloud deployment models, compound 
design patterns, containerization and solution architectures that 
span cloud and on-premise environments.

04

MODULE 04 | Fundamental Cloud Architecture
Delves into the technology architecture of cloud platforms and 
cloud-based solutions and services by exploring a series of new 
cloud computing mechanisms and their utilization via cloud 
computing design patterns that encompass architectural models, 
design techniques and the incorporation of containerization.

CLOUD COMPUTING 
PROFESSIONAL CONSULTING
Training & Certification Guide
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Cloud Governance
Provides comprehensive coverage of precepts, 
processes and roles that pertain to the governance of 
cloud-based environments, resources and solutions 
and that further develop skills in establishing a custom 
cloud governance framework.

Cloud Security
Provides comprehensive coverage of security 
controls, mechanisms and architecture models, as 
well as techniques and practices for responding to 
security threats.

Cloud Computing School courses are available via online study, 
as well as in-person or virtual instructor-led training and coaching.

10

MODULE 10 | Fundamental Cloud Governance
Covers the essential building blocks required to establish a 
governance system for cloud environments. Topics include the 
definition of cloud governance precepts, roles, practices and 
processes, along with coverage of common governance 
challenges and pitfalls specific to cloud computing.

11

MODULE 11 | Advanced Cloud Governance
Advanced cloud governance topics are covered to focus on 
establishing regulatory controls and precepts for a range of 
cloud-based IT resources and solutions in relation to different 
cloud project delivery stages.

12

MODULE 12 | Cloud Governance Lab
Provides a series of exercises for applying cloud governance 
framework components, models, precepts and processes to 
complete a series of real-world exercises. 

09

MODULE 09 | Cloud Security Lab
Provides a series of exercises for applying security techniques 
and mechanisms to complete a series of exercises that present 
real-world security problems.

08

MODULE 08 | Advanced Cloud Security
Complex security topics are covered with an emphasis on the 
application of cloud security mechanisms, models and 
technologies in order to establish sophisticated, custom security 
controls for preventative and reactionary responses to common 
threats and attacks.

07

MODULE 07 | Fundamental Cloud Security
Dives into the implementation technologies behind the cloud 
security mechanisms and further explores how cloud-based 
security technologies can be configured and combined to 
establish a cloud security architecture.
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Cloud Governance
Specialist

C E R T I F I E D

®

Cloud
Governance

T R A I N I N G

®

I I

CLOUD SECURITY
Training & Certification Guide

Cloud Security
Specialist

C E R T I F I E D

®

Cloud
Security

T R A I N I N G

®

I I

Request this GuideRequest this Guide

Cloud
Security

T R A I N I N G

®

Cloud Security
Specialist

C E R T I F I E D

®

Cloud
Governance

T R A I N I N G

®

Cloud Governance
Specialist

C E R T I F I E D

®



11www.arcitura.com/cloud

CURRICULUM

16

17

18

Cloud Virtualization
Covers industry virtualization technology models and 
mechanisms for building cloud-based virtualization 
environments and solutions.

13

14

15

Cloud Storage
Covers cloud storage devices and mechanisms, as well 
as cloud storage architectures and solutions.

MODULE 16 | Fundamental Cloud Virtualization
Core topic areas pertaining to fundamental virtualization 
mechanisms and types used within contemporary cloud 
computing platforms are explored, along with various key 
performance indicators and related metrics.

MODULE 18 | Cloud Virtualization Lab
Provides a series of exercises for applying cloud virtualization 
technology architectures and mechanisms to complete a series 
of real-world exercises.

MODULE 17 | Advanced Cloud Virtualization
A range of specialized and advanced design practices and 
architecture models are provided to explore virtualization-
related reliability, performance and integration. Combinations 
of virtualization mechanisms are covered in different 
application scenarios.

MODULE 13 | Fundamental Cloud Storage
Explores cloud storage devices, structures and technologies from 
an implementation-specific perspective, including cloud storage 
mechanisms and devices, along with in-depth coverage of NoSQL 
and cloud storage services.

MODULE 14 | Advanced Cloud Storage
A number of advanced topics are covered, including persistent, 
redundant, cloud-attached and cloud-remote storage, as well as 
cloud storage gateways, cloud storage brokers, DAS, NAS, SAN, 
various cloud storage-related design patterns and information 
lifecycle management as it applies to cloud-hosted data.

MODULE 15 | Cloud Storage Lab
Provides a series of real-world exercises for applying design 
practices and utilizing cloud storage devices and mechanisms to 
complete a series of exercises that pertain to solving cloud 
storage problems and creating cloud storage architectures.
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This foundational course module provides end-to-end coverage of 
fundamental cloud computing topics as they pertain to both technology 
and business considerations. The module content is divided into a series 
of modular sections, each of which is accompanied by one or more 
hands-on exercises.

The following primary topics are covered:

• Fundamental Cloud Computing Terminology and Concepts

• Basics of Virtualization

• Specific Characteristics that Define a Cloud

• Understanding Elasticity, Resiliency, On-Demand and  
Measured Usage

• Benefits, Challenges and Risks of Contemporary Cloud Computing 
Platforms and Cloud Services

• Cloud Resource Administrator and Cloud Service Owner Roles

• Cloud Service and Cloud Service Consumer Roles

• Understanding the Software as a Service (SaaS) Cloud  
Delivery Model

• Understanding the Platform as a Service (PaaS) Cloud Delivery Model

• Understanding the Infrastructure as a Service (IaaS) Cloud  
Delivery Model

• Combining Cloud Delivery Models

• Public Cloud, Private Cloud, Hybrid Cloud and Community Cloud 
Deployment Models

• Business Cost Metrics and Formulas for Comparing and Calculating 
Cloud and On-Premise Solution Costs

• Formulas for Calculating and Rating SLA Quality of  
Service Characteristics

Fundamental Cloud Computing

MODULE

01
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This course module explores a range of the most important and 
relevant technology-related topics that pertain to contemporary 
cloud computing platforms. The module content does not get into 
implementation or programming details, but instead keeps coverage 
at a conceptual level, focusing on topics that address cloud service 
architecture, cloud security threats and technologies,  
virtualization and containerization.

Proven technologies are defined and classified as concrete architectural 
building blocks called “mechanisms”. The purpose of this tmanner that 
is accessible to a wide range of IT professionals, as well as to empower 
participants with an understanding of the fundamental mechanics of a 
cloud platform, how the different “moving parts” can be combined, and 
how to address common threats and pitfalls.

The following primary topics are covered:

• Cloud Computing Mechanisms that Establish Architectural  
Building Blocks

• Virtual Servers, Containers, Ready-Made Environments, Failover 
Systems and Pay-Per-Use Monitors

• Automated Scaling Listeners, Multi-Device Brokers and  
Resource Replication

• Understanding How Individual Cloud Computing Mechanisms Support 
Cloud Characteristics

• An Introduction to Containerization, Container Hosting and Logical Pod 
Containers

• A Comparison of Containerization and Virtualization

• Cloud Balancing and Cloud Bursting Architectures

• Common Risks, Threats and Vulnerabilities of Cloud-based Services and 
Cloud-hosted Solutions

• Cloud Security Mechanisms used to Counter Threats and Attacks

• Understanding Cloud-Based Security Groups and Hardened Virtual 
Server Images

• Cloud Service Implementation Mediums (including Web Services and 
REST Services)

• Cloud Storage Benefits and Challenges, Cloud Storage Services, 
Technologies and Approaches

• Non-Relational (NoSQL) Storage Compared to Relational Storage

• Cloud Service Testing Considerations and Testing Types

• Service Grids and Autonomic Computing

• Cloud Computing Industry Standards Organizations

Cloud Technology Concepts

MODULE

02
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This course module presents participants with a series of exercises 
and problems that are designed to test their ability to apply their 
knowledge of topics covered in previous modules. Completing this lab 
will help highlight areas that require further attention and will help prove 
proficiency in cloud computing concepts, technologies, and practices as 
they are applied and combined to solve real-world problems.

The following exercises are provided:

• Reading Exercise 3.1: AGC Case Study Background

• Lab Exercise 3.2:  Plan the Cloud Environments

• Lab Exercise 3.3:  Perform Cost  Comparison Analysis

• Lab Exercise 3.4:  Secure the PaaS Environment

• Reading Exercise 3.5:  AFR Case Study Background

• Lab Exercise 3.6:  Design a SaaS Implementation

• Lab Exercise 3.7: Calculate SLA Availability

• Lab Exercise 3.8: Calculate Combined SLA Availability

• Reading Exercise 3.9: AAS Bargain Service Case Study Background

• Lab Exercise 3.10:  Identify Benefits/Challenges for Proposed IaaS 
Environment

• Lab Exercise 3.11:  Design the Bargain  Service Implementation

• Lab Exercise 3.12:  Secure the IaaS Environment

Cloud Technology Lab

MODULE

03



15www.arcitura.com/cloud

MODULE

04
This course module provides provides a technical drill-down 
into the inner workings and mechanics of foundational cloud 
computing platforms. Private and public cloud environments 
are dissected into concrete, componentized building blocks 
(referred to as “patterns”) that individually represent platform 
feature-sets, functions and/or artifacts, and are collectively 
applied to establish distinct technology architecture layers. 

Building upon these foundations, Software-as-a-Service 
(SaaS), Platform-as-a-Service (PaaS) and Infrastructure-as-a-
Service (IaaS) environments are further explored as compound 
patterns, comprised of unique and shared building blocks.

The module is structured as a guided tour through these 
architectural layers, describing primary components, highlighting 
shared components, exploring containerization extensions 
and explaining how building blocks can be assembled and 
implemented via cloud computing mechanisms and practices.

The following primary topics are covered: 

• Understanding the Technology Architecture of Private Clouds and 
Public Clouds

• Understanding the Technology Architecture of SaaS, PaaS and  
ISaaS Environments 

• Automated Administration and Centralized Remote Administration

• Container Sidecars and Container Chains

• Self-Provisioning and Platform Provisioning 

• Rich Containers and Logical Pod Containers

• Bare-Metal Provisioning and Resource Management

• Single-Node Multi-Containers and Multipath Resource Access

• Usage Monitoring and Broad Access

• Realtime Resource Availability and Pay-as-You-Go

• Shared Resources and Resource Pooling

• Rapid Provisioning and Resource Reservation

• Non-Disruptive Service Relocation and Service State Management

• Workload Distribution and Dynamic Scalability

Fundamental Cloud Architecture
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MODULE

05
This course module builds upon CCP Module 4 to provide a deep dive into 
elastic, resilient, multitenant and containerized technology architectures, 
as well as specialized solution architectures, such as cloud bursting and 
cloud balancing.

Through the study of architectural mechanisms, industry technologies 
and design patterns, both core and extended components are described 
that combine to realize elasticity, resiliency, multitenancy and associated 
containerization extensions as primary characteristics of cloud platforms. 
By leveraging these native and enhanced scalability and failover-related 
feature-sets, specialized solution architectures are described to enable 
bursting between clouds and on-premise and cloud environments, as 
well as the balancing of runtime loads across clouds for performance and 
failover purposes.

The module organizes content so that architectural layers are explored 
sequentially and, where appropriate, in relation to each other. Newly 
introduced primary components are described and shared components 
across architectural layers are highlighted.

The following primary topics are covered:

• Understanding the Technology Architecture of Elastic, Resilient, 
Multitenant and Containerized Environments

• Elastic Resource Capacity and Elastic Network Capacity 

• Multi-Container Isolation Control and Volatile  
Container Configuration

• Serverless Deployment and Elastic Disk Provisioning 

• Leader Node Election and Micro Scatter-Gather

• Hypervisor Clustering and Redundant Storage 

• Storage Service Gateway and Live Storage Migration

• LUN Storage and LUN Migration 

• Dynamic Failure Detection and Recovery and Zero Downtime

• Service Load Balancing and Load Balanced Virtual Server Instances 

• Load Balanced Virtual Switches and Persistent Virtual  
Network Configurations

• Dynamic Data Normalization and Synchronized Operating State

• Intra-Storage Device Vertical Tiering and Cross-Storage Device  
Vertical Tiering

• Storage Workload Management and Storage Maintenance Window

• Direct I/O Access and Direct LUN Access 

• Redundant Physical Connection for Virtual Servers 

• Cloud Bursting, including Burst In and Burst Out to Private/Public Clouds

• Cloud Balancing 

Advanced Cloud Architecture
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MODULE

06
This course module presents participants with a series of exercises 
and problems that are designed to test their ability to apply their 
knowledge of topics covered in previous modules. Completing this lab 
will help highlight areas that require further attention and will help prove 
proficiency in cloud computing design patterns, technology architecture 
layers, mechanisms, industry technologies and practices  
as they are applied and combined to solve real-world problems.

The following exercises are provided:

• Reading Exercise 6.1: Case Study  Background XIT

• Lab Exercise 6.2:  IaaS Environment Setup

• Lab Exercise 6.3:  IaaS Architecture Customization

• Lab Exercise 6.4:  Cloud Characteristics

• Reading Exercise 6.5: Case Study Background Sport Blips

• Lab Exercise 6.6: High-Performance  Cloud Architecture

• Lab Exercise 6.7: Performance Optimization

• Lab Exercise 6.8:  Cloud Characteristics

• Reading and Lab Exercise 6.9: High-Connectivity Cloud Architecture

Cloud Architecture Lab
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MODULE

07
This foundational course module provides a well-rounded, end-to-end 
presentation of essential techniques, mechanisms, patterns and industry 
technologies for establishing cloud-based security controls and security 
architectures. The cloud security fundamentals covered in Module 2 are 
continued by introducing threat categorizations and new cloud security 
mechanisms.

The course module then delves into a series of cloud security mechanisms 
and associated architectural patterns that explore a variety of topics, 
including cloud network security, identity and access management, and 
trust assurance.

The following primary topics are covered: 

• Cloud Security Basics 

• Common Cloud Security Mechanisms

• Cloud Security Threats 

• Cloud Security Threat Categorization Methodology

• Identification and Treatment of Common Threats

• Cloud Network Security Patterns and Supporting Mechanisms

• Securing Network Connections and Cloud Authentication Gateways

• Collaborative Monitoring and Logging

• Independent Cloud Auditing

• Cloud Identity and Access Management Patterns and  
Supporting Mechanisms

• Federating and Enabling Secure Interoperability among  
Cloud Consumers

• Trust Assurance Patterns and Supporting Mechanisms

• Trust Attestation and Establishing Trustworthiness

Fundamental Cloud Security
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MODULE

08
This advanced course module covers cloud security mechanisms and 
architectural design patterns that address data and access control 
security for virtual machines, as well as trust boundaries, geotagging 
and BIOS security.

The course module also explains common methods used by attackers 
to breach organizational resources and provides a methodology for 
countering such attacks. The module concludes by demonstrating the 
relationship between threats, attacks, and risks via threat modeling.

The following primary topics are covered: 

• Cloud Service Security Patterns and Supporting Mechanisms

• Virtual Machine Platform Protection Patterns

• Considerations for Setting Up Secure Ephemeral Perimeters

• Trusted Cloud Resource Pools and Cloud Resource Access Control

• Permanent Data Access Loss Protection 

• Cloud Data Breach Protection

• Isolated Trust Boundaries

• The Attack Lifecycle and the Security Lifecycle

• Proactive Mitigation vs. Incidence Response

• Threats, Vulnerabilities, Impacts from Exploitation

• Threat Modeling, Threats and Mitigations

Advanced Cloud Security
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MODULE

09
This course module presents participants with a series of exercises 
and problems that are designed to test their ability to apply their 
knowledge of topics covered in previous modules. Completing this lab 
will help highlight areas that require further attention and will help prove 
proficiency in cloud computing security practices, mechanisms and 
architectural patterns as they are applied and combined to solve real-
world problems.

The following exercises are provided:

• Reading Exercise 9.1: Case Study Background IAM in the Cloud

• Lab Exercise 9.2:  Cloud Identity and Access Management (IAM) 
Environment Setup

• Lab Exercise 9.3:  PKI in the Cloud

• Lab Exercise 9.4:  Budget Banking  Data Breach

• Lab Exercise 9.5:  Cloud Data Encryption and Key Management

• Lab Exercise 9.6:  ACE Telecommunications Move to the Cloud

• Lab Exercise 9.7:  Cloud Service Protection Architecture

• Reading Exercise 9.8:  Case Study Background Big Box Retailer Breach

• Lab Exercise 9.9:  Networking Security

Cloud Security Lab
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MODULE

10
This course module explains IT governance as it pertains to the 
evolution and regulation of cloud computing environments and assets. 
Numerous models and framework components are explored to establish 
highly structured models for identifying and associating formal cloud 
governance precepts and processes to common cloud project stages.

The cloud governance lifecycle itself is described, along with 
associated tools and technologies that are further categorized into 
technology types that help automate different cloud governance 
task types. Cloud domain IT resource inventory models and cloud 
governance level models are also defined to help formalize and 
customize a comprehensive cloud governance framework.

Finally, the module concludes by providing precepts and 
processes for the project plan stage, including strategic 
roadmap definition and criteria for cloud maturity and adoption. 
Additional project stages are covered in Module 11.

The following primary topics are covered: 

• Understanding Cloud Governance Programs, Models, and Controls

• The Cloud Governance Lifecycle

• Common Cloud Project Lifecycle Stages (and How They are Governed)

• Cloud Domain IT Resource Inventory Models (centralized/
federated cloud, centralized/federated multi-cloud, etc.)

• Cloud Governance Task Types (unsubscribed, 
automated, passive, active, etc.) 

• Cloud Service Governance Types (simple, composite, hybrid, etc.)

• Cloud Governance Framework Components

• Cloud Governance Tools and Technology (registries, 
repositories, agents, network relays, policy systems, etc.)

• Cloud Governance Technology Types (administrative, 
enforcement, monitoring, reporting)

• Cloud Governance Precepts and Processes

• Cloud Governance Level Models (singe/multi enterprise/corporate)

• Defined Strategic Cloud Roadmap

• Defined Criteria of Cloud Maturity and Adoption

• Defined Cloud Service and Delivery Model

• Standardized Funding Model

• Strategic Cloud Planning and Stakeholder Engagement

• Cloud Maturity Model Definition and Cloud Maturity Gap Analysis

• Cloud Maturity Risk Assessment and Cloud Maturity Impact Analysis

Fundamental Cloud Governance
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MODULE

11
This course module builds upon the fundamental models and 
framework components covered in CCP Module 10 and identifies and 
describes numerous cloud governance precepts and processes for 
cloud project Define, Build, Test, Deliver, Operate, Consume and End 
Stages, as follows:

• Cloud Architecture Definition, Applied Business/Industry Standards, 
Defined Cloud Reference Architecture 

• Defined Cloud Service Domains, Organizational Alignment and 
Standardized Funding Model, Tenant Isolation

• Cloud Center of Excellence (CCoE) Establishment, Ensured  
Organizational Competency 

• Required Standards and Regulations Definition, Architecture 
Validation, Cloud Data Security Definition

• Cloud Data Security Assessment, Licensing and Tenant Isolation 
Assessments, Historical Log Collection

• Identified and Adhered Constraints, Cloud Service Domain 
Definition, Cloud Service Criteria Validation

• Cloud Service Review, SLA Matching, Cloud Service Standardization, 
Cloud Service Policy Validation

• Build Process Validation, Centralized Cloud Service Registry, 
Interoperable Cloud Service Standards

• Cloud Service Registry Access Control, Cloud Service Registry 
Record Review, Cloud Shared Usage Request

• Cloud Shared Service Modification Request, Cloud Service 
Interoperability Assessment

• Cloud Service Certification Review, Cloud Service Maintenance 
Review, Cloud Service Deployment Standards

• Cloud Service Test Results Review, Cloud Testing Tool Standards, 
Cloud Testing Parameter Standards

• Cloud Service Testing Standards, Cloud Integration Testing 
Standards, Cloud Test Data Usage 

• Cloud Service De-Provisioning Notification, Cloud Service De-
Provisioning

• Post-Termination Assessment, De-Provisioning Cloud Services

The following cloud governance metrics are also described: Metric 
Usage Assessment Definition, Cloud Service Operational Efficiency 
Governance Onboarding Time, Average Provisioning Time or Average 
Deployment Time, Smart Incident Response, Problems Ratio, Improved 
Deployment or Optimized Deployment, Percentage of SLAs Met, 
Assessed Cloud SLA, Cloud Services Consumption Ratio, Percentage 
of Consumption Per Cloud Delivery Type, Cloud Service Usage State 
Assessment, Monitored Cloud Service Compliance, Cloud Compliance 
Metrics, Percentage of Compliance with Security Policies.

Advanced Cloud Governance
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MODULE

12
This course module presents participants with a series of exercises 
and problems that are designed to test their ability to apply their 
knowledge of topics covered in previous modules. Completing this lab 
will help highlight areas that require further attention and will help 
prove proficiency in the application of cloud governance framework 
components, models, precepts and processes.

The following exercises are provided:

• Reading Exercise 12.1:  eKOF Case Study Background

• Lab Exercise 12.2:  Organizational Assessment

• Lab Exercise 12.3:  Applying Initial Cloud Governance  
Precepts and Processes

• Lab Exercise 12.4:  Addressing the Shadow IT Problem

• Lab Exercise 12.5:  Establishing New Roles

• Lab Exercise 12.6:  Governing the Deployment and  
Management of Cloud Services

• Lab Exercise 12.7:  Solving Problems with eKOF’s Cloud Services

• Lab Exercise 12.8:   Cloud Service Termination

• Reading Exercise 12.9:  RapidDev Mini-Case Study Background

• Lab Exercise 12.10:  Governing RapidDev’s Cloud Transition Plan

• Lab Exercise 12.11:  Preliminary Plan Stage Cloud Governance

• Lab Exercise 12.12:  Choosing the Cloud Domain IT Resource  
Inventory Model 

Cloud Governance Lab
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This course module expands upon the cloud storage topics introduced 
in Module 2 by further exploring cloud storage devices, structures,  
and technologies from a more technical and implementation-specific 
perspective. A set of cloud storage mechanisms and devices are 
established, along with in-depth coverage of NoSQL and cloud  
storage services.

The following primary topics are covered: 

• Fundamental Storage and Disk Concepts 

• IOPS, Disk Throughput, Access Time, Seek Time and Relational Latency

• File Systems and Volume Management 

• Distributed/Clustered File Systems, Concatenation and Partitioning

• RAIDs (Descriptions, Comparison, Penalties)

• I/O & Capacity 

• Concatenation, Vertical Tiering and Disk Splitting

• Types of Storage (Data Processing, Local, Directly Attached, Remote)

• Storage Levels (Block, File, Object)

• Basic Storage Infrastructure Components 

• I/O Flow, NICs and Storage Switches

• Backup Fundamentals 

• Snapshots, Disaster Recovery/Protection, Recovery Time

Fundamental Cloud Storage

MODULE

13



25www.arcitura.com/cloud

MODULE

14
A number of advanced topics are introduced in this course module, 
including persistent storage, redundant storage, cloud-attached 
storage, cloud-remote storage, cloud storage gateways, cloud storage 
brokers, Direct Attached Storage (DAS), Network Attached Storage 
(NAS), Storage Area Network (SAN), various cloud storage-related 
design patterns, and the overall information lifecycle management as it 
applies specifically to cloud-hosted data.

The following primary topics are covered: 

• Cloud Consumer Storage Access Types

• HBA Replication

• IP and Non-IP Storage

• Fibre Channel Storage and Fibre Channel over Ethernet

• Front and Back-end Storage Device Components

• Storage Network Components

• HBAs FC, iSCSI and FCoE) and Software Storage Adapters

• LUN Presenting and LUN Expansion (Striped and Concatenated)

• LUN, Device and Path Masking

• Fibre Channel Storage Area Network (FC SAN) Components

• FCoE and Converged Infrastructure (including FC Point-to-Point, Arbitrated 
Loop, Switched Fabric)

• Lossless Ethernet, Congestion Notification, Enhanced Transmission Selection

• IP SAN, FCIP and IP Storage Isolation

Advanced Cloud Storage
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This course module presents participants with a series of exercises and 
problems that are designed to test their ability to apply their knowledge of 
topics covered in previous modules. Completing this lab will help highlight areas 
that require further attention and will help prove proficiency in cloud computing 
storage technologies, mechanisms, devices and patterns as they are applied 
and combined to solve real-world problems.

The following exercises are provided:

• Reading Exercise 15.1: Case Study Background E-Learning Provider

• Lab Exercise 15.2: Cloud Storage Access

• Lab Exercise 15.3: Cloud Storage  Data Isolation

• Reading Exercise 15.4: Case Study Background Web Service Provider

• Lab Exercise 15.5: Cloud Storage Sharing

• Lab Exercise 15.6: Cloud Storage Management

• Reading Exercise 15.7: Case Study Background Car Rental Company

• Lab Exercise 15.8: Cloud Storage  Data Transfer

• Lab Exercise 15.9: Cloud Storage Security

• Reading Exercise 15.10: Case Study Background Digital Print and  
Design Company

• Lab Exercise 15.11: Cloud Storage RAIDs

• Lab Exercise 15.12: Cloud Storage Tiering

• Lab Exercise 15.13: Cloud Storage LUNs

• Lab Exercise 15.14: Cloud Storage Layers

Cloud Storage Lab

MODULE

15
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MODULE

16
This course module provides solid, end-to-end, foundational coverage 
of virtualization technologies, types and mechanisms. Core topic areas 
pertaining to the fundamental virtualization mechanisms and types used 
within contemporary cloud computing platforms are explored, along 
with various key performance indicators and related metrics.

The following primary topics are covered: 

• A Brief history of Virtualization

• Virtualization Concepts and Definitions

• Traditional vs. Contemporary Virtualization

• 10 Virtualization Types 

• Data Center, Storage, Application, Desktop, Network, Server, etc.

• 18 Virtualization Mechanisms 

• Virtualization Agent, Virtual Server State Manager, Virtual Appliance, 
Virtual Firewall, etc.

• Virtual Machines, Hypervisor Drill-Down

• vCPU, vRAM, vDisk, Virtual to Virtual Conversion

• Thick and Think Provisioning, Virtual Switches, NIC Teaming

• Service Virtualization ROI and Strategic Benefits

• Virtualization Considerations for Cloud Providers and Consumers

• Resource Pooling and Management, Virtual Infrastructure  
and Management

• Monitoring and KPIs

• Capacity Planning and Management Considerations

Fundamental Cloud Virtualization
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MODULE

17
This course module builds upon Module 16 by exploring a range of 
industry practices and management and design topics for cloud-based 
contemporary virtualization environments, by breaking them down into 
design patterns and technologies that can be combined to form common 
cloud-based technology architectures and solutions.

The following primary topics are covered: 

• Connectivity and Accessibility Considerations

• Virtual Server and Virtual Switch Isolation

• NAT/Host and External Connectivity

• Performance, Capacity and Scaling Considerations

• Direct I/O and Single Root I/O Virtualization

• LUN Access and NIC Teaming

• Elastic Resources and Resource Workload Management

• Load Balanced Virtual Server and Virtual Switches 

• Different Forms of Virtual Server and Host Affinity/Non-Affinity

• Memory Over-Committing and Power Consumption Reduction

• Failover and Recovery and Zero Downtime

• Resource Pooling and Reservation and Auto Crash Recovery

• Hypervisor Clustering and Redundant Physical Connections 

• Migration and Relocation Considerations 

• Cross-Hypervisor Workload Mobility and Non-Disruptive  
Service Relocation

• Persistent Virtual Network Configurations and  
Virtual Server Folder Migration

• Virtual Disk Splitting and Stateless Hypervisors

Advanced Cloud Virtualization
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MODULE

18
This course module presents participants with a series of exercises 
and problems that are designed to test their ability to apply their 
knowledge of topics covered in previous modules. Completing this lab 
will help highlight areas that require further attention and will help 
prove proficiency in cloud computing virtualization mechanisms, patterns, 
technologies and platforms as they are applied and combined to solve 
real-world problems.

The following exercises are provided:

• Reading Exercise 18.1: Case Study  Background DVLP

• Lab Exercise 18.2: Improve Virtual Server Availability & Performance

• Lab Exercise 18.3: Improve Workload Processing

• Lab Exercise 18.4: Design Virtual Server Connectivity Architecture

• Lab Exercise 18.5: Improve Virtual  Server Availability

• Reading Exercise 18.6: Case Study  Background ARCT

• Lab Exercise 18.7: Enable Correct Service  and Virtual Server Access

• Lab Exercise 18.8: Improve Virtual  Server Architecture

• Lab Exercise 18.9: Improve Virtual  Server Efficiency

• Lab Exercise 18.10: Improve Resource Utilization

Cloud Virtualization Lab
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Download PDFs

DIGITAL 
COURSE FILES

Digital 
Course Files
For each course you can order a set of downloadable 
digital course materials comprised of printable, 
watermarked workbook and poster PDF files.

PRINTED 
COURSE

MATERIALS Printed  
Course Materials
The printed workbooks and posters for each course can be 
ordered in B&W and full-color, and can be shipped worldwide.

ONE-ON-ONE 
COACHING

One-on-One 
Coaching
Certified Trainers are available to provide online coaching 
on an hourly basis and in all time zones.

INSTRUCTOR-LED 
TRAINING

Instructor-Led  
Training
Certified Trainers are available to provide virtual and onsite 
training workshops for this and other Arcitura courses.

CERTIFICATION 
EXAM PREP KIT

Certification Exam  
Prep Kit
A set of additional practice questions is available to 
support exam preparation.

TRAINING AND EXAM PREPARATION RESOURCES
You can supplement this course with a number of available resources to assist with both learning and exam preparation. 
Contact info@arcitura.com with any questions.
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EXAM PROCTORING

You can take exams 
from anywhere in the 

world via Pearson VUE testing 
centers, Pearson VUE OnVUE online 
proctoring, direct online proctoring 

and/or onsite exam proctoring at your 
location. Visit www.arcitura.com/exams 

for details.

TAKING EXAMS VIA  
DIRECT ONLINE PROCTORING
Arcitura Direct Online Proctoring enables test takers to take proctored exams 
remotely, in any time zone, and often on short notice. For more information, 
contact info@arcitura.com and provide your exam scheduling preferences.

TAKING EXAMS VIA  
PEARSON VUE ONLINE PROCTORING
Pearson VUE OnVUE Online Proctoring enables test takers to take proctored 
exams remotely, in any time zone, and often on short notice. For more 
information, visit: www.pearsonvue.com/arcitura/op

TAKING ON-SITE EXAMS DURING AN  
INSTRUCTOR-LED WORKSHOP
It is possible for Arcitura exams to be taken during the delivery of onsite 
workshops. In this case, the Certified Trainer teaching the workshop 
also acts as the exam proctor. Contact info@arcitura.com for more 
information regarding this option.

TAKING EXAMS AT  
PEARSON VUE TESTING CENTERS
Pearson VUE offers testing centers worldwide that allow test takers 
to take proctored exams in-person. For more information, visit: 
www.pearsonvue.com/arcitura
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EXAMS

AI Professional Academy

• Predictive AI Specialist Certification Exam

• Generative AI Specialist Certification Exam

• AI Engineer Certification Exam

• AI Architect Certification Exam

• AI Consultant Certification Exam

• AI Chatbot Specialist Certification Exam

• NLP Engineer Certification Exam

• Cloud AI Professional Certification Exam

• Cloud AI Architect Certification Exam

Digital Transformation Professional Academy

• Digital Transformation Specialist Certification Exam

• Digital Transformation Technology Professional Certification Exam

• Digital Transformation Technology Architect Certification Exam

• Digital Transformation Data Science Professional Certification Exam

• Digital Transformation Data Scientist Certification Exam

• Digital Transformation Security Professional Certification Exam

• Digital Transformation Security Specialist Certification Exam

• Digital Transformation IA Professional Certification Exam

• Digital Transformation IA Specialist Certification Exam

Next-Gen IT Academy

• DevOps Specialist Certification Exam

• Blockchain Architect Certification Exam

• IoT Architect Certification Exam 

• Cybersecurity Specialist Certification Exam

• RPA Specialist Certification Exam

• Digital Business Technology Professional Certification Exam

• Containerization Architect Certification Exam

• Quantum Computing Specialist Certification Exam

Next-Gen Data Science Academy

• Big Data Science Professional Certification Exam

• Big Data Scientist Certification Exam

• Machine Learning Specialist Certification Exam

• Artificial Intelligence Specialist Certification Exam

• Data Science Consultant Certification Exam

• Big Data Engineer Certification Exam

• Big Data Architect Certification Exam

• Data Science Governance Specialist Certification Exam

• AI Decisioning Specialist Certifiation Exam

Cloud Computing School

• Cloud Technology Professional Certification Exam

• Cloud Computing Consultant Certification Exam

• Cloud Architect Certification Exam

• Cloud Security Specialist Certification Exam

• Cloud Governance Specialist Certification Exam

• Cloud Storage Specialist Certification Exam

• Cloud Virtualization Specialist Certification Exam

Service Technology School

• Microservice Professional Certification Exam

• SOA Professional Certification Exam

• SOA Analyst Certification Exam

• SOA Architect Certification Exam

• Microservice Architect Certification Exam

• Service API Specialist Certification Exam

• Service Governance Specialist Certification Exam

• Service Security Specialist Certification Exam

• Microservice Consultant Certification Exam

MORE INFO
For more information regarding these 

exams contact: info@arcitura.com
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AI & CLOUD AI  
PROFESSIONAL ACADEMY 

MODULE 04 Fundamental Generative AI

MODULE 06 Generative AI Lab

MODULE 05 Advanced Generative AI

MODULE 07 Fundamental AI Engineering

MODULE 03 Predictive AI Lab

MODULE 02 Advanced Predictive AI

MODULE 01 Fundamental Predictive AI

MODULE 08 Advanced AI Engineering

MODULE 09 AI Engineering Lab

MODULE 10 Fundamental AI Architecture

MODULE 11 Advanced AI Architecture

MODULE 12 AI Architecture Lab

MODULE 21 Fundamental Cloud AI 
Architecture & Design

MODULE 22 Advanced Cloud AI 
Architecture & Design

MODULE 19 Fundamental Cloud AI 
Technology & Automation

MODULE 18 NLP Engineering Lab

MODULE 17 Advanced NLP Engineering

MODULE 16 Fundamental NLP Engineering

MODULE 14 Advanced AI Chatbot 
Concepts & Design

MODULE 13 Fundamental AI Chatbot 
Concepts & Design

MODULE 15 AI Chatbot Concepts & Design Lab

MODULE 23 Cloud AI Architecture & Design Lab

MODULE 20 Advanced Cloud AI 
Technology & Automation

COURSES

CERTIFICATIONS Predictive AI 
Specialist

Generative AI 
Specialist

AI
Engineer

AI Chatbot 
Specialist

NLP
Engineer

Cloud AI 
Professional

Cloud AI 
Architect

AI
Architect

AI
Consultant

Predictive
AI

Generative
AI

AI
Engineering

AI Chatbot 
Concepts & 

Design
NLP 

Engineering
AI Architecture 

& Design
AI Professional 

Consulting
Cloud AI 

Technology & 
Automation

Cloud AI 
Architecture & 

Design

I I
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MODULE 01 Fundamental Digital
Transformation

MODULE 02 Digital Transformation
in Practice

MODULE 03 Fundamental Cloud
Computing

MODULE 05 Fundamental IoT

MODULE 06 Cloud Architecture

MODULE 07 Blockchain Architecture

MODULE 08 IoT Architecture

MODULE 09 Fundamental Big Data
Analysis & Analytics

MODULE 10 Fundamental
Machine Learning

MODULE 12 Advanced Big Data 
Analysis & Analytics

MODULE 13 Advanced
Machine Learning

MODULE 14 Advanced AI

MODULE 04 Fundamental
Blockchain

MODULE 15 Fundamental
Cybersecurity

MODULE 16 Advanced
Cybersecurity

MODULE 17 Fundamental RPA

MODULE 18 Advanced RPA & 
Intelligent Automation

COURSES

CERTIFICATIONS

Fundamental 
Digital 

Technology

Digital 
Technology & 
Architecture

Fundamental AI 
& Data Science 

for Digital 
Transformation

Fundamental 
Security for 

Digital 
Transformation

Security for 
Digital 

Transformation

AI & Data 
Science for 

Digital 
Transformation

Fundamental 
Intelligent 

Automation for 
Digital 

Transformation

Intelligent 
Automation for 

Digital 
Transformation

Digital 
Transformation

Digital 
Technology 
Professional

Digital 
Technology 

Architect

Digital 
Data Science 
Professional

Digital Security 
Professional

Digital Security 
Specialist

Digital Data
Scientist

Intelligent 
Automation
Professional

Intelligent 
Automation
Specialist

Digital 
Transformation 

Specialist

MODULE 11 Fundamental AI

Attaining a certification that encompasses all of the course modules also associated with another certification results in the other certification also being automatically awarded.

I I
DIGITAL TRANSFORMATION  
PROFESSIONAL ACADEMY
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NEXT-GEN IT ACADEMY 

DevOps
Specialist

Blockchain
Architect

IoT
Architect

Containerization
Architect

Cybersecurity
Specialist

RPA
Specialist

Digital Business 
Technology 
Professional 

DevOps Blockchain 
Architecture

IoT
Architecture

Containerization 
Architecture

Cybersecurity Robotic Process 
Automation

Digital Business 
Technology

Quantum 
Computing 
Specialist

Quantum 
Computing

De
vO

ps
Bl

oc
kc

ha
in

C
yb

er
se

cu
rit

y
Ro

bo
tic

 P
ro

ce
ss

 A
ut

om
at

io
n

Di
gi

ta
l B

us
in

es
s T

ec
hn

ol
og

y
In

te
rn

et
 o

f T
hi

ng
s

C
on

ta
in

er
iza

tio
n

Q
ua

nt
um

 C
om

pu
tin

g

MODULE 01 Fundamental DevOps

MODULE 02 DevOps in Practice

MODULE 03 DevOps Lab

MODULE 01 Fundamental Blockchain

MODULE 02 Blockchain Technology & 
Architecture

MODULE 03 Blockchain Technology & 
Architecture Lab

MODULE 01 Fundamental IoT

MODULE 02 IoT Technology & Architecture

MODULE 03 IoT Technology & Architecture Lab

Fundamental CybersecurityMODULE 01

MODULE 02 Advanced Cybersecurity

MODULE 03 Cybersecurity Lab

MODULE 01 Fundamental RPA

MODULE 02 Advanced RPA & 
Intelligent Automation

MODULE 03 RPA Lab

MODULE 01 Business Automation
Technology Overview

MODULE 02 Data Science Technology Overview 

MODULE 03 Digital & Security 
Technology Overview

MODULE 01 Fundamental Containerization

MODULE 02 Containerization Technology & 
Architecture

MODULE 03 Containerization Technology & 
Architecture Lab

COURSES

CERTIFICATIONS

MODULE 01 Fundamental Quantum Computing

MODULE 02 Advanced Quantum Computing

MODULE 03 Quantum Computing Lab

I I
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MODULE 01 Fundamental Big Data
Science & Analytics

MODULE 02 Big Data Analysis & 
Technology Concepts

MODULE 03 Big Data Analysis & 
Technology Lab

MODULE 04 Big Data Analysis & Science

MODULE 05 Advanced Big Data
Analysis & Science

MODULE 06 Big Data Analysis & Science Lab

MODULE 07 Fundamental Machine Learning 

MODULE 08 Advanced Machine Learning

MODULE 09 Machine Learning Lab

MODULE 10 Fundamental Artificial Intelligence

MODULE 11 Advanced Artificial Intelligence

MODULE 12 Artificial Intelligence Lab

MODULE 19
Fundamental Data Science
Governance for Big Data,
Machine Learning & AI

MODULE 20
Advanced Data Science
Governance for Big Data,
Machine Learning & AI

MODULE 21 Data Science Governance Lab
for Big Data, Machine Learning & AI

MODULE 13 Fundamental Big Data Engineering

MODULE 14 Advanced Big Data Engineering

MODULE 15 Big Data Engineering Lab

MODULE 16 Fundamental Big Data Architecture

MODULE 17 Advanced Big Data Architecture

MODULE 18 Big Data Architecture Lab

MODULE 22 Fundamental AI Decisioning

MODULE 23 Advanced AI Decisioning

MODULE 24 AI Decisioning Lab

COURSES

CERTIFICATIONS

Big Data 
Analytics & 

Fundamental  
Data Science

Big Data 
Analysis & 
Advanced  

Data Science

  Data Science
Professional
Consulting

Machine 
Learning

Artificial 
Intelligence

Big Data 
Engineering

Big Data 
Architecture

Data Science
Governance AI Decisioning

Big Data  
Science 

Professional
Big Data 
Scientist

  Data Science
Consultant

Machine 
Learning
Specialist

Artificial 
Intelligence 
Specialist

Big Data 
Engineer

Big Data 
Architect

Data Science
Governance 

Specialist
AI  Decisioning

Specialist

I I
NEXT-GEN DATA SCIENCE ACADEMY
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CLOUD COMPUTING SCHOOL
I I

MODULE 03 Cloud Technology Lab

MODULE 04 Fundamental Cloud Architecture

MODULE 05 Advanced Cloud Architecture

MODULE 06 Cloud Architecture Lab

MODULE 07 Fundamental Cloud Security

MODULE 08 Advanced Cloud Security

MODULE 09 Cloud Security Lab

MODULE 10 Fundamental Cloud Governance

MODULE 11 Advanced Cloud Governance

MODULE 12 Cloud Governance Lab

MODULE 13 Fundamental Cloud Storage

MODULE 14 Advanced Cloud Storage

MODULE 15 Cloud Storage Lab

MODULE 01 Fundamental Cloud Computing

MODULE 16 Fundamental Cloud Virtualization

MODULE 17 Advanced Cloud Virtualization

MODULE 18 Cloud Virtualization Lab

MODULE 02 Cloud Technology Concepts

CERTIFICATIONS
Cloud

Technology
Professional

Cloud
Computing 
Consultant

Cloud
Computing

Cloud
Computing 
Professional
Consulting

Cloud
Architect

Cloud
Security

Specialist

Cloud
Governance

Specialist

Cloud
Storage

Specialist

Cloud
Virtualization

Specialist

Cloud
Architecture

Cloud
Security

Cloud
Governance

Cloud
Storage

Cloud
VirtualizationCOURSES
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MODULE 04
Fundamental SOA Analysis & 
Modeling with Services & 
Microservices

Fundamental SOA Analysis & 
Modeling with Services & 
Microservices

MODULE 05
Advanced SOA Analysis & 
Modeling with Services & 
Microservices

MODULE 06 SOA Analysis & Modeling Lab
with Services & Microservices

MODULE 07
Advanced SOA Design & 
Architecture with Services & 
Microservices

MODULE 08 SOA Design & Architecture Lab
with Services & Microservices

MODULE 10 Advanced Microservice 
Architecture & Containerization

MODULE 11 Microservice Architecture & 
Containerization Lab

MODULE 13 Advanced Service API 
Design & Management

MODULE 14 Service API Design & 
Management Lab 

MODULE 15 Fundamental Service 
Governance & Project Delivery

MODULE 16 Advanced Service 
Governance & Project Delivery

MODULE 17 Service Governance & 
Project Delivery Lab

MODULE 09 Fundamental Microservice 
Architecture & Containerization

MODULE 12 Fundamental Service API 
Design & Management

MODULE 18 Fundamental Security for 
Services, Microservices & SOA

MODULE 19 Advanced Security for Services, 
Microservices & SOA

MODULE 01 Fundamental SOA, 
Services & Microservices

MODULE 02 Microservice Technology 
Concepts

MODULE 03 Design & Architecture with SOA, 
Services & Microservices

MODULE 20 Security Lab for Services, 
Microservices & SOA

Microservice
Architect

Microservice 
Consultant

Service
Security

Specialist

Service
API

Specialist

Service
Governance

Specialist

Microservice 
Professional

SOA
Professional

SOA
Analyst

SOA
Architect

Service API 
Design & 

Management

Microservice 
Professional 
Consulting

Security for 
Microservices 

& SOA

Microservice 
Design & 

Architecture

Service 
Governance 

& Project
Delivery

Fundamental 
Microservices & 

Service 
Technology

Fundamental
SOA Design 

with 
Services & 

Microservices

SOA Analysis & 
Modeling 

with 
Services & 

Microservices

SOA Design & 
Architecture 

with 
Services & 

Microservices
COURSES

CERTIFICATIONS

I I
SERVICE TECHNOLOGY SCHOOL
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WORK WITH US

BECOME AN AUTHORIZED PARTNER
Whether you are with a private training provider, an academic institution 
or part of an organization interested in bringing training in-house, Arcitura 
Education has a flexible partnering model that can accommodate a broad range 
of requirements and budgets.

Partner

A U T H O R I Z E D

®

BECOME A CERTIFIED TRAINER
Whether you are with a private training provider, an academic institution 
or part of an organization interested in bringing training in-house, Arcitura 
Education has a flexible partnering model that can accommodate a broad 
range of requirements and budgets.

Trainer

C E R T I F I E D

®
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CONTACT US

+1+1..604604..904904..4100 4100 
info@arcitura.com info@arcitura.com 
www.arcitura.comwww.arcitura.com

www.youtube.com/@arciturawww.youtube.com/@arcitura

www.linkedin.com/company/arciturawww.linkedin.com/company/arcitura
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